
Version: 20230724 
 

Checklist cETO reviewers: 
 

Full track: 
□ new insights cannot plausibly be gained, or not to the same level, by alterna�ve means which are 

less intrusive 
□ new insights are in propor�on with conceivable risk and burden 

 

Par�cipants: 
□ How old are they? Are they mentally competent? 

• < 12 years  parents or legal guardian signs 
• 12-15 years  child and parent/legal guardian sign 
• > 16 years > par�cipants signs (best prac�ce: 16-17 years inform parents. Research with 

higher risk, parent/legal guardian signs as well)  
• Mentally incompetent  legal representa�ve/spouse/person with writen mandate signs 

□ Is passive consent used? By default consent is ac�ve, but passive consent (“opt-out”) can be 
considered under special circumstances, but only if  

• (a) ac�ve consent leads to substan�al and demonstrable disadvantages with respect to 
the quality or aim of the research, and/or the interests of the par�cipants  

• (b) there is minimal burden and no risk for par�cipants  
• (c) special care is taken to inform par�cipants and/or their representa�ves of the study 

and the possibility to opt out  
• (d) the opt-out procedure is straigh�orward.  
Any opt-out procedure is to be reviewed by the Ethics Review Board. Important: passive 
consent is not possible if you collect personal data. 

□ How large is the sample size? Is this in propor�on with cost and benefit of the research? 
□ How are they selected?  

• What are the selec�on criteria and what informa�on is needed?  
• Has the researcher open access to this informa�on considering the GDPR 
• If not, researcher needs help: 

 a third party who has access to informa�on about the selec�on criteria. 
 Last resort: researches includes par�cipant and checks criteria at start. If 

par�cipant does not meet criteria, data will be removed.  
 

Recruitment: 
□ How are they recruited?  

• Recruitment panels/pla�orms  are they GDPR proof? Approved by OU? 
• social media  use OU social media disclaimer  

 Placing ac�ve  links to ques�onnaire is not allowed. Alterna�ves: OU mail 
address, link to landing page behind OU firewall, O4U, inac�ve copy-paste link. 

 Whatsapp  only use contacts you personally know (and are in contact list) and 
contact them directly, no groupschats 

• Own network / snow balling use OU contact informa�on only (personal or research e-
mail address). Students can also use their professional email addresses if that is 
appropriate. Collected e-mail addresses stored in password secured folder Research drive 
of T-drive. Delete when no longer needed 
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• Within a specific company, ins�tute  recrui�ng a specific target group within the 
external organisa�on with a hierarchical structure or dependent condi�on requires a 
consent of the company/ins�tute. Advise the researcher to spread informa�on leter, 
ques�onnaire via the company/ins�tute to minimize the collec�ng of e-mail addresses 

• Public available contact informa�on  contact informa�on that is public available can be 
used to contact poten�al par�cipants (such as e-mail or phone number on company 
website) 

• Email lists  advice: don’t collect email lists, but ask the involved organiza�ons to send 
your info leters around 
 If not possible  need consent of the email list owner to use the list  
 how are these stored?  password secured folder Research drive or T-drive, 

separate from research datal. Delete when no longer needed.  
□ How will consent be collected? 

• Physical: researcher in person, by post (answer envelope) of third person (use closed 
envelopes)  

• Online: imbedded in online tool or scanned version sent with SURFfilesender 
• Storage: in case you collect writen consent; these forms must be stored during the study 

in a closed closet or room and can then be stored at Oasis for long term storage. 
Alterna�ve is to scan the writen data and consent forms, store them in a secured folder 
on Research drive or T-drive and destroy the writen data. 

□ Is incen�ve used? 
• the value of the incen�ve is in propor�on with the research burden, i.e. the incen�ve 

should be an extra mo�va�on but should not be the main mo�va�on to par�cipate. 
• there should be no conflict of interest. 
• Money incen�ve possible needs personal data to grant the incen�ve (accountancy) 

□ Agreement of organiza�on, where research is executed needed?  
• Writen consent of the organiza�on  recrui�ng a specific target group within the 

external organiza�on.  
• Consent of the organiza�on via the par�cipants  recrui�ng only a few par�cipants of 

one or more organiza�ons, or par�cipants who are part of an associa�on. Ask consent by 
adding an extra bullet to the informed consent of par�cipants, for instance ‘I declare that 
my management/board consents with my par�cipa�on'. 

• No consent  recrui�ng par�cipants through the contact lists of a network. Distribu�ng 
recruitment message already counts as a permission. 

□ Research takes place outside the Netherlands.  
• Belgium  no-fault insurance needed in case of medical nature, clinical psychology, 

psychotherapy of invasive interven�on. 
• Other countries  researcher needs to check whether local rules and guidelines also 

apply 
□ Informa�on leter 

• Clear what par�cipants have to do during the research? 
• Provide OU email as contact (not private email address) > research mail address upon 

request by Servicedesk 
• Provide name of main researcher (at least UD from OU) 
• Is described how par�cipants can join the study or indicate their interest in par�cipa�ng? 
• Please state: Voluntary / traceability of data / all collected personal data / asking 

ques�ons / stop par�cipa�on without reason / data storage procedure / link OU privacy 
statement 

□ Informed consent (3 templates + online template) 
• Read the information letter and had opportunity to ask questions 
• Voluntariness and stop participation without reason 
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• Data will be processed anonymous and not lead back to individual 
• Consent for use of data collected during the research 
• Storage of data for 10 years 
• If applicable: 

 Consent for collection (special) personal data 
 Consent for sharing anonymous data for open science. 

• only need an active consent to participate and participants do not have to refuse 
participation 

□ Is there (in some part) decep�on research?  offer debriefing leter 

 

Data collec�on: 
□ How are the materials (e.g., ques�onnaires, ICs) distributed? How do they hand in the materials 

(e.g. ques�onnaire, ICs)? 
• Paper  in person, by post, sealed envelopes 
• Online  link to ques�onnaires sent by e-mail or landing page. Scanned version of filled 

in ques�onnaires sent with SURFfilesender. 
□ What type of data is recoded? 

• Personal data  secure on the T-schijf / Research drive 
 Obvious: name, email address, phone number, video recording… 
 Less obvious: IP address, educa�on, work employment 
 Even less obvious: collec�on of too many personal characteris�cs within a too 

small and specific sample (context is important) e.g. 48 years old male math 
teacher of a primary school in South Limburg.  

 Always check the iden�fiable informa�on in rela�on to the context. 
 GDPR states  personal data? Ac�ve consent is necessary!  
 It is forbidden to collect special personal data unless there is a clear mo�va�on, 

and have an explicit ac�ve consent of the par�cipant to collect those data. 
 It is allowed to delete personal data in case names of par�cipants are s�ll present 

in the informed consent (proof of par�cipa�on in line with scien�fic integrity) 
• Sensi�ve or risky data  

 Arrange protec�ve measures in case it could provoke nega�ve emo�ons 
 secure on the T-schrijf / Research drive 

• Other data  secure on the T-schrijf / Research drive 
□ How is the data recorded? 

• Paper & pencil 
• Online  use OU accredited tools  > list available on mijnOU  

 Use of other tools  data processing agreement (between controller and 
processor) or Non-Disclosure agreement (between two controllers) might be 
necessary > file request servicedesk 

• App  Lifedata / RealLife™ Exp smartphone applica�e. Only under the following 
condi�ons:  
 use a fic��ous e-mail address  
 switch off the loca�on of the mobile device 
 not share personal data in open text fields  

• Verbal / Audio data  are personal data. OU policy is: 
 Physical: The use of your own video/audio recorders is allowed (please note that 

smartphones are not allowed). These recorders should contain a memory card to 
safely store the data. It is under no circumstances allowed to transfer the data via 
Wifi. Microso� Teams can be used for online recordings. The audio or video data 

https://mijn.ou.nl/group/mdw/-/onderzoek-verzameling-gegevens


Version: 20230724 
 

can be stored in a password secured folder in Research drive. Student should 
delete the original data on the memory card as soon as possible. The data in 
Research drive can be used to transcribe the audio or video data in such a 
manner that persons are no longer traceable to a specific person. The supervisor 
can transfer the audio/video data and the transcripts from Research Drive to the 
secured T-drive. It is not allowed to store audio/video data or anonymous 
transcripts on a personal computer and they must be deleted. Advice is to start 
the recording a�er collec�ng the personal data. The OU offers several tools for 
analysing qualita�ve data, which can be found on mijnOU.nl. 

 Online: use MS teams offered by the OU.  
 No recording of other personal informa�on 

□ Third party involved in data collec�on? Data sharing, collec�ng, storing, processing, etc…. with 
another party   

• Data controller (i.e. determines the purpose and the means) 
• Data processor (i.e. processes personal data, meaning any opera�on on data) 
• In case OU is data controller > data processing agreement (between controller and 

processor) or Non-Disclosure agreement (between two controllers) might be necessary 
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